
Under the web-address https://www.process-informatik.de are product specific
documentations or software-driver/-tools available to download.

If you have questions or suggestions about the product, please don’t hesitate to contact us.

Process-Informatik Entwicklungsgesellschaft mbH
Im Gewerbegebiet 1

DE-73116 Wäschenbeuren
+49 (0) 7172-92666-0

info@process-informatik.de
https://www.process-informatik.de

9636-CROSS

QR-Code Website:Menutree Website:
+ Products / docu / downloads

+ Accessories
+ Connection cable / adapter

+ Ethernet
+ Cross-cable

Please make sure to update your drivers before using our products.



Communication with Win98 – XP/Vista/7/8/10/11 via USB to S5-PLC

You still have a PC with Win98 and Step5-package and would like to go Online on your
S5-PLC via USB? No problem, the provided virtual Com-Port PLCVCom emulates a
COM-port on your PC with which you go Online. With a patchtool for the Siemens
Step5-software, which is provided as well, nothing else stands in your way to
communicate via LAN.

Integrated WebServer

You would like to use a device that is small and handy and reasonably parameterizable
yet? No problem, with the TELE-Router you fulfill all these requirements. The device is
parameterizable via an integrated web server, connections self-explanatory.



Sending ASCII-data to a PC

Your car park or control sends the configuration / capacity utilisation to a PC with a
modem, so that the data can be used for further processing.

Detect Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.



Data backup S7-PLC PN-port on USB-stick

S7-PLC triggered DB-backup/-restore without additional PC via PN-port to USB-stick

Detect Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.


