
Under the web-address https://www.process-informatik.de are product specific
documentations or software-driver/-tools available to download.

If you have questions or suggestions about the product, please don’t hesitate to contact us.
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QR-Code Website:Menutree Website:
+ Products / docu / downloads

+ Accessories
+ Connection cable / adapter

+ RS232
+ Serial cable 9-pin

Please make sure to update your drivers before using our products.



Data backup S7-PLC PN-port on FTP-server via dig. IO

Via digital input triggered DB-backup/-restore without additional PC via PN-port to
FTP-server

Protection of data areas in the PLC

You have in your facility machinery with complex program structures and want to prevent
that the users do not change comprehensible content? No problem, with the S7-firewall
you can assign specific data fields to each user or even generally protect certain data areas
in the PLC.



Detect Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.

Communication with Win98 – XP/Vista/7/8/10/11 via network to S5-PLC

You still have a PC with Win98 and a MS-DOS-based Step5-package and would like to
go Online on your S5-PLC via LAN? No problem, the provided virtual Com-Port
PLCVCom emulates a COM-port on your PC with which you go Online. Even your
MS-DOS-based Step5-software on this WIN98-PC can use this virtual Com-Port. With a
patchtool for the Siemens Step5-software, which is provided as well, nothing else stands
in your way to communicate via LAN.



Worldwide remote-access thanks to our own cloud

Worldwide remote-maintenance without additional costs thanks to our own cloud
 Your devices connect to your own cloud, no matter where they are in the world. Only
your devices are in your own private cloud, no one else has access to the cloud. In
addition, you can provide each device with its own connection-password, so that the
individual systems are protected despite the private cloud.
 No registration on any portals, no hidden additional costs, your devices in your own
cloud are always accessible.
 This is how remote maintenance/remote access is fun.

Detect and alarm Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.


