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+ Programming devices
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Please make sure to update your drivers before using our products.



Remote-maintenance Siemens-S5-PLC over VPN-server

Remote-maintenance of a Siemens-S5-controller with S5-LAN++ on PD-port over
separate VPN-server

Data backup S5-PLC on SD-card

S5-PLC triggered DB-backup/-restore without additional PC via PG-socket and Ethernet
on SD-card



Data backup S7-PLC over MPI/Profibus on FTP-server via dig. IO

Via digital input triggered DB-backup/-restore without additional PC via MPI/Profibus to
FTP-server

S7-PLC over WLAN/WIFI

Communication with S7-PLC via WLAN/WIFI, just how and with what? 
 Data-communication with S7-PLC from PC or other devices via WLAN/WIFI, which
interface is required. Questions you don't have to worry about. With "S7 over
WLAN/WIFI" you get the right interface-products for PPI, MPI and Profibus. 
 Which one you use then is up to you.



Remote maintenance / telecontrol of PLC

Access to the connected PLC takes place by coupling via Analogue-, ISDN-, mixed
Analogue-ISDN-, GSM-, UMTS-line and also via Internet with and without
VPN-security.

Network-analysis/-monitoring easy

Analyze network-problems and network-conflicts with little effort. Simply plug the
TINA-II into the network, open website of the integrated web-server via WIFI and start
working.
 No unnecessary search for a hub to record the logs. TINA-II records in the usual
WireShark-format, i.e. save the recording on a PC and view and evaluate it later with
WireShark.
 Monitoring the network, automatically send an email to the administrator if there is no
participant or if there is a new participant (Intrusion-detection into the network)
 Calculate the probability of failure of the participants
 All of this can be achieved with TINA-II


